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WHAT DOES THIS COVER: 
  Modern Management prerequisites and architecture 

  OS provisioning with Windows Autopilot 

  Application Management

  Configuration Profiles Management 

  �Enterprise Data Control (Conditional Access, Compliance, Endpoint 
Data Loss Prevention) 

  Endpoint Security and Windows Update Management 

  Monitoring Logging and Reporting

SERVICE HIGHLIGHTS: 
  �Basic concepts and terminology used within Azure Active Directory 
and Microsoft Endpoint Manager 

  �Introduction into Windows Autopilot and configure and experience a 
user-based deployment

  �Modern app deployment including Microsoft 365 Apps,  
Windows Store for Business Apps as well as Line of  
Business and Win32 Apps

  �Possible configurations, settings and restrictions  
on the Microsoft Windows 10/11 devices

  �Set compliance policies and integrate them  
into conditional access

  �Security relevant profiles like Microsoft  
Defender, Bitlocker configuration and  
Windows Update settings 

  �Real-time auditing, assignment status,  
compliance reporting, using Endpoint Analytics

Managing Windows 10 and 11 Devices
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PREREQUISITES:
  �Intune tenant and license

DELIVERABLES:
  Windows Autopilot deployment

  �Automatic enrollment for 
Windows 10/11 devices

  App deployment

	   �One (1) Line-of-Business 
(LOB) app

	   �One (1) Win32 app

	   �Up to five (5) Windows Store 
for Business Apps

  �Configure Conditional Access 
Policies

  Configure Profiles

  �Test scenario with configured 
settings
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